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Folder Structure
Computer drive letters G, I, and U are shared locations of hard drives or disk partitions on the GRYN file server.  As corporate information resources these drives and their contents meet National Park Service Security standards for confidentiality, integrity, and availability. Controls exist for physical and electronic access to the file server and backup of all corporate and user data occurs daily, weekly, and quarterly. Quarterly backup media is stored off-site.
G:\   (data drive)

The data drive (G:) is GRYN’s corporate GIS data library.  Data sources are stored in various spatial data formats, including ESRI shapefile, coverage, and geodatabase.  The directory structure organizes the data primarily by spatial extent such as park-wide, network-wide, and statewide.  Within a directory like “yell” the data are organized in folders named by resource type or discipline, for example “climate”, “fire”, and “water”.  
The “Natural_Resource_databases” folder contains a variety of files in Microsoft Access format based on the National Park Service’s Natural Resource Database Template (NRDT).  GRYN staff members are investigating the long-term utility of the NRDT versus developing data sources as ESRI geodatabases.
The “Servicewide_databases” folder holds desktop versions of standard database applications developed for the entire Park Service. These include NPSpecies, NatureBib, Dataset Catalog, and NPSTORET.  Some of these databases have counterpart online interfaces to corporate version of the master databases that reside on servers in Fort Collins, Colorado.  Users must consider the synchrony between the local desktop copy and the master corporate database. This is an issue when updating and using the database because the user must ensure that any changes to local data are communicated to the corporate database, and that the local copy of the data represents the complete content of the corporate database.  Procedures for handling these situations are presented elsewhere (Rob Daley to develop the ‘elsewhere’, i.e. network data management plan).
Top-level folders of the G:\ drive:


bica



Documentation



grte



gryn



ID



national



Natural_Resource_databases



Servicewide_databases



Toolsets


WY


yell

U:\   (User drive)
The user drive (U:) holds I&M staff workspaces and corporate files representing the business of the I&M Network.  Each GRYN staff member with login access to the local computer network (IMWORKGROUP) is assigned a top-level folder named with their user name. User workspaces support daily operations to assemble and manipulate files and documents, prepare drafts and sections of documents, etc. The U: drive also contains folders and files specific to the business of the program, such as “Admin”, “Inventory”, and “Monitoring”.
Top-level folders of the U:\ drive:
Admin

Data_Management

I_and_M (temporary)
Inventory

Monitoring
Portal  (may need different name)
Users

The ‘I_and_M folder’ will be removed once the subfolder contents are re-filed in the appropriate structure under the ‘Inventory’ or ‘Monitoring’ folders.

The ‘Portal’ folder holds html files that support the internal (GRYN-staff) web-based interface to some of the files and links that staff members find most useful for daily business operations.  Since the word ‘portal’ is in use elsewhere in the NPS and other arenas and can be confusing, the name might change soon.

U:\Monitoring\Vital_Signs\   (Vital Signs directory structure)
The U:\Monitoring directory and its subfolders represent the strategic planning at GRYN to develop a consistent, simple, and comprehensive file management model that directly supports development of products like the network monitoring plan and individual monitoring protocol documents, as well as web-interfaces targeted to a variety of audiences.
Vital signs folders under the ‘Monitoring’ folder:

(Additional folders are added as needed from the Network’s vital signs list)

Amphibians

Aquatic_Invertebrate_Assemblages

Arid_Seep_Spring

Chloride_Flux

Climate

Community_Alpine

Community_Aspen

Community_Cushion_Plant

Community_Riparian_Riverine

Community_Shrub_Steppe

example_structure (standard subfolders)
Exotic_Aquatic_Assemblages

Exotic_Plants

Insects

Land_Birds

Land_Use

Streamflow

Ungulates

Visitor_Use

Water_Chemistry

Water_Quality_Regulatory

Whitebark_Pine (example below)

Common (required) subfolder structure under each vital sign folder:
<vital_sign>


!Current_Overview


!Historic_Overview


Conceptual_Models


Data_Management


Issues_Threats


Meetings


Monitoring_objectives


Projects



<specific project folder> (replace with project name)



Agreements




other




Proposals




Reports


Resources



!Bin



Guidance_Documents



Images




Restricted




Unrestricted



Journal_Articles



other



Popular_Articles



Presentations



Product_Deliverables



Web


Sampling_Design






Example of common subfolder structure shared by all folders with a vital sign name:
U:\Monitoring\Vital_Signs\Whitebark_Pine

!Current_Overview


(Contains a document describing the vital sign and explaining the current justification for the vital sign. Contains a file summarizing project status by date related to this vital sign. This latter file may contain hyperlinks to materials stored in the ‘Projects’ subfolders for this vital sign.)

!Historic_Overview


(Contains a document summarizing workshops related to this vital sign.  Contains a document summarizing technical notes from Phase II planning.  Contains a document to record changes related to the vital sign.)

Conceptual_Models


Data_Management


Issues_Threats


Meetings


Monitoring_objectives


Projects



<specific project folder> (replace with project name)



Agreements




other




Proposals




Reports


Resources


!Bin



Guidance_Documents




(includes legislation, directives, policies, etc. related to this vital sign.  may contain files but more likely a html file with URL  links to document sources)



Images




Restricted





(contains images with known copyrights)




Unrestricted





(Contains images with no known copyrights)


Journal_Articles



(contains peer-reviewed articles from scientific journals)


other



Popular_Articles




(contains articles that are not peer-reviewed)


Presentations



Product_Deliverables


Web




(includes cited copies of web content and a html file containing links to web sites related to this vital sign)

Sampling_Design






<other subfolder(s) >


(add additional folders for this vital sign when the time is right and after discussion with GRYN staff)

Best Practices for Folder and File Naming:
Use official/original file sources
Avoid storing local copies of files that can be accessed via web link to the entity or organization that keeps the master file.  This protects us from storing an outdated copy and relieves us from monitoring the data source for updates.

An exception is a file or data source that needs to be preserved as a snapshot because it supports a particular version of a product or document we’re developing. 
Avoid spaces in file names

Avoid using special characters, other than underscore, in file names
Avoid uncommon acronyms, abbreviations and codes
Avoid codes that require any user unfamiliar with GRYN business to refer to another table or document for the code description.

Use recognizable abbreviations or spell it out.
Exceptions: Park Service Unit acronyms like GRYN, YELL, GRTE, BICA

Acronyms in common use within and outside the National Park Service and related to natural resource management.
Definition and Examples of file naming convention
The GRYN file name conventions are as follows:

For articles published in peer reviewed journals:

GRYN staff will comply with the terms set forth in each journal publication regarding use and distribution of journal articles.
Files are stored in the following folder: U:\Monitoring\Vital_Signs\<vital_sign>\Resources\Journal_Papers\

The file name is composed of the following elements separated with the underscore character:

· last name of the first listed author
· year published (if necessary use <Year>a etc. for multiple articles by the same author in the same year)

· journal title abbreviation from California Institute of Technology list: http://mithrandir.caltech.edu/isi/isicgi/help/J_abrvjt.html
· article title {optional} - a reasonable portion of the title with limited use of arbitrary abbreviations
· file extension – a three-place file format extension.
syntax:

<Author>_<Year>_<Journal_title>_{Article_title}.<ext>
example: Corn_2003_conserv_biol.pdf
For reports such as status reports of inventory or monitoring work required as a deliverable from an agreement with a cooperator or a contract.
<vital_sign>_<Author>_<Report_title>_<Year>
References not fitting into other categories

ref_
ex_<vital_sign>_<Author or Originator>_<Title or Description>
ex_amphib_NCPN_Protocol

pres_<vital_sign>_<Author or Originator>_<Title or Subject>
Directives folder:

reg_

pol_

exec_

Meetings folder:

mtg_<vital_sign>_<Date>_<Meeting_location>_<Key_group(s) or Key_Individual(s)>
Actions folder:

act_

Decisions folder

dcsn_

Issues_Threats folder:

isth_

File name prefix that GRYN staff considered using as a convention to prefix document and file names. Since the directory structure provides context to such material, this idea will not be implemented.

File prefix
type of document or file

lit_
peer reviewed journal article

rep_
report title, e.g. a deliverable from a cooperator

ref_
reference documents 

pres_
presentations such as PowerPoint

reg_
regulation

pol_
policy

exec_
executive order direction

mtg
meeting notes

act_
management actions
dcsn_
management Decision

isth_
issues and threats
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